ESTE AVISO ES PARA TODOS LOS PACIENTES CON SEGURO DENTAL EN LA OFICINA DE

GINA JOHNSON-HIGGINS, DMD, PSC SOBRE UNA POSIBLE VIOLACIÓN DE DATOS POR PARTE DEL

CÁMARA DE COMPENSACIÓN DE PROCESAMIENTO DE RECLAMACIONES.

La oficina de Gina Johnson-Higgins, DMD, PSC utiliza Henry Schein One como nuestro software de gestión de práctica. Henry Schein One, a su vez, utiliza un tercero (Change Healthcare) para procesar las reclamaciones dentales electrónicas. Lea la siguiente información que fue enviada por correo electrónico a nuestra oficina el

29 de julio de 2024 de Henry Schein One:

|  |
| --- |
| Como probablemente ya sabrá, el anterior socio de Henry Schein One, Change Healthcare (CHC), experimentó  un ciberataque criminal en febrero de este año. Si bien los sistemas Henry Schein One no se vieron comprometidos, CHC  ha indicado que los datos de los pacientes han sido extraídos de su entorno. Según el análisis del CHC hasta la  fecha, una pequeña El porcentaje de datos de pacientes de un cliente de Henry Schein se vio afectado (en este  momento, menos del 1%), pero debido a que CHC no puede vincular a las personas afectadas con las prácticas.  Brindamos este aviso a todos los Henry Schein One. clientes de administración de práctica que utilizaron  servicios de reclamos o elegibilidad a través de CHC. |
| CHC ha proporcionado un aviso sustituto de HIPAA con información adicional aquí: (COPIAR Y PEGAR ESTE  ENLACE EN TU NAVEGADOR)  [**https://info.henryscheinone.com/e/791263/hipaa-substitute-notice/4x4f1/557256078/h/sRQFlQ1hmYLxOkKQCGhv1wgFsqb0bhlGYyWtpTyHnaI**](https://us-east-2.protection.sophos.com?d=henryscheinone.com&u=aHR0cHM6Ly9pbmZvLmhlbnJ5c2NoZWlub25lLmNvbS9lLzc5MTI2My9oaXBhYS1zdWJzdGl0dXRlLW5vdGljZS80eDRmMS81NTcyNTYwNzgvaC9zUlFGbFExaG1ZTHhPa0tRQ0dodjF3Z0ZzcWIwYmhsR1l5V3RwVHlIbmFJ&i=NjBjYTA0YjYwYjFkMWIwZWM5ODU0MzA3&t=eUhLN3FwRGY4Y3JKM0YyejViVmhCUkxXMTh6VndKN0VLbXNUdExXOHZpYz0=&h=7269ffa7175f46c5bd6d1b34ae0556f1&s=AVNPUEhUT0NFTkNSWVBUSVaHUOi3wbxc7nyzZ7qO1ErTY985MV5doREXvtQQxOxKzKJS716K5ANulCekC5QPeZKiOVaflQHBJlsY7aLfgvx3clvVnOiaQWYeAwN9jHcObA). El aviso incluye  una descripción de la información que puede haber estado involucrada según la revisión de CHC hasta la fecha,  una llamada gratuita número del centro e información sobre servicios gratuitos de supervisión de crédito y  protección de identidad disponibles a todos los individuos. CHC recomienda que las entidades cubiertas  publiquen un enlace al aviso sustituto en su página de inicio. página durante al menos 90 días consecutivos. |
| A partir de finales de julio, CHC nos ha informado que enviará aviso directo (cartas escritas) a los afectados.  personas para quienes CHC tiene una dirección suficiente. CHC nombrará a HIPAA y fiscal general del estado  notificaciones según lo exige la ley estatal en nombre de las entidades cubiertas como delegado. No necesitas  hacer cualquier cosa para que CHC procese las notificaciones requeridas. CHC procederá como delegado  en su nombre para proporcionar las siguientes notificaciones: |
| * Aviso sustituto de HIPAA * Aviso de prensa de HIPAA * Informe OCR, cuando se completa la revisión de datos * Notificaciones individuales según HIPAA y la ley estatal, para personas afectadas con información suficiente * Las personas afectadas con una dirección desconocida o insuficiente recibirán un aviso mediante un aviso sustituto * Aviso a los procuradores generales estatales según corresponda |

Si sus pacientes desean información adicional sobre el ciberataque o los servicios gratuitos de monitoreo de crédito y protección de identidad, puede remitirlos al aviso sustituto de CHC en el enlace anterior. Si tiene alguna pregunta, comuníquese con CHC directamente como se establece en el aviso.

|  |
| --- |
|  |
|  |
|  |
|  |